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Privacy Notice for User Panel 
 

1. About this Privacy Notice  

We at Securitas ("Securitas", "we" or "us") respect your integrity.  

 

This Privacy Notice for User Panel describes how we collect and use personal information about you as a 

panelist in the User Panel through the Preely platform used by Securitas Intelligent Services AB, i.e. 

Securitas Digital product development teams, to get a direct contact with you as a panelist. You will be 

asked to assess, test and provide feedback on certain ideas, prototypes, and ready-made solutions for 

MySecuritas or other digital services (the “Task”).  

 

This Privacy Notice for User Panel applies to all users taking part in the User Panel. 

2. Personal data controller 
Securitas is the controller of personal data processing. This means that Securitas is responsible to ensure 

processing is compliant with applicable laws in relation to personal data.  

 

Data controller  

 

Securitas Intelligent Services AB   

Reg. no. 556655-4670   

P.O. Box 12307   

102 28 Stockholm   

Sweden  

If you have any queries or concerns about the privacy information set out above, please do not hesitate to 

contact Securitas via the contact details below:   

 

 

Contact the Privacy Team on:   
  
Securitas Intelligent Services AB   
Att: Data Privacy   
P.O. Box 12307   
102 28 Stockholm   
Sweden   
E-mail: privacy@securitas.com   

Contact the Data Protection Officer on:   
  
Securitas Intelligent Services AB   
Att: Data Protection Officer   
P.O. Box 12307   
102 28 Stockholm   
Sweden   
E-mail: dpo@securitas.com   

 

3. Categories of personal data and purpose of processing 

The following information is processed about you. The exact scope of data we process about you will vary 

depending on your Task, its performance and other relevant circumstances, such as use of IT systems and 

infrastructure. Securitas always process your personal data for a specific purpose and we only process the 

relevant personal data to achieve that purpose. It means that we will use your personal data only for the 
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purposes for which it was originally collected unless we reasonably need it for another compatible purpose 

and there is a lawful basis for further processing.  

 

Categories of personal data: 

 

User Credentials (email, username or different authentication method)  

 

Contact Information (First and the last name, role in the company, phone number, email, business area, and 

similar contact details) 

 

Engagement information (such as your relation with Securitas Group, including years of experience, roles 

and responsibilities in the security field, bought services and country in which your organization is based). 

 

User Generated Data (Information you enter manually and automatically, including automatically generated 

information such as browsing information, IP address, device name, device information, information about 

how and what you use as the part of the Task, including your opinion, feedback, features you do not use and 

when and for how long you are logged into the User Panel). 

 

Some information is optional and only processed if you enter it. 

 

We process the above data for the following purpose: to track your activity and analyze the data to assess 

and develop the existing and prototyped MySecuritas services and other digital services, in particular to 

develop new features, functionalities and products. 

 

The processing is based on your consent (Article 6 sec. 1 letter a GDPR) and you can revoke your consent 

any time by sending us a message to securitastestpanel@securitas.com or through “unsubscribe option” 

provided by Preely. 

 

We also process your data to anonymize it and to further process anonymized data. This is based on our 

legitimate interest within the same purpose described above. 

4. How long we keep your data? 

Your personal data under this Privacy Notice is held up to 60 days until its safe deletion or anonymization. If 

you would like more details, please contact us.  

5. Who do we share your personal data with? 

Securitas will only share your personal data with those who have a lawful basis, including the legitimate 

interest for it. Each time we share your personal data, we will ensure the personal data is used in a manner 

consistent with this Privacy Notice and taking into consideration the category of the data.  

 

Service Providers and Subcontractors: your personal data will be processed by Securitas’ service providers 

and/or subcontractors (including data storage service providers, production development agencies, 

customer research and operations management companies, technical support and maintenance) on 

instruction from Securitas. All service providers and subcontractors act as Securitas personal data 

processors and are under contractual arrangements only allowed to process data for the purposes as set 

out above. Furthermore, the personal data processor (service provider or subcontractor) and those acting 

under instructions of the processor will not access more personal data than is required for the performance 

of the service covered by the agreement with Securitas.   
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Securitas Group: your personal data may be processed by companies within the Securitas Group that 

provide services to Securitas in relation to the Task such as product development, support and 

administration. In such case, Securitas Group companies act as Securitas personal data processor or joint 

controller with Securitas. The personal data processor or joint controller may only process personal data in 

accordance with the purposes or instructions provided by Securitas for the processing. Furthermore, the 

personal data processor (Securitas Group company) and those acting under instructions of the processor 

will not access more personal data than is required for the performance of the service covered by the 

agreement with Securitas.  

 

Public authorities: Securitas shares your personal data with public authorities (such as the police, the tax 

authority, or other authorities) in response to lawful requests by public authorities (such as regulatory 

bodies, law enforcement authorities, and national security organizations) as well as to manage and defend 

legal claims. Public authorities that receive your personal data will be the controller for such processing, 

which means that it is not Securitas who governs how your personal data is processed if shared with an 

authority. Thus, if your personal data is shared with authorities, this Privacy Notice will not cover that 

subsequent processing.  

 

Partnered companies or other third parties: Securitas will not sell, trade or in other ways forward your 

personal data to third parties outside the Securitas Group unless you have separately agreed to this 

transfer.  

6. Where we are processing your personal data 

To provide you with the Service, we, or a partner processing data on our behalf, process your information 

primarily within EU/EAA. We enter into confidentiality and data processing terms with all our partners to 

ensure they comply with high levels of confidentiality, data protection laws, and best practices in privacy 

and security standards.  

 

Nevertheless, certain services are carried out by subcontractors in third countries. To ensure that your data 

is sufficiently safeguarded outside the EU/EEA, we have ensured that there are appropriate safeguards in 

place, including the EU Standard Contractual Clauses (SCC) or Binding Corporate Rules (BCR) to ensure an 

essentially equivalent level of protection for your personal data. For further information, please contact us.  

7. How we protect your data 
 

Securitas takes appropriate technical and organizational measures to protect your personal data. Securitas 

is constantly working to protect your personal data from accidental or unlawful destruction, loss or 

alteration, unauthorized disclosure of, or unauthorized access to the personal data transferred, stored, or 

otherwise processed by Securitas.  

 

8. Your rights 

Securitas respects your integrity and your rights under legislation related to the processing of personal data. 

The rights you have means that you can request a copy of the personal data Securitas processes about you, 

you can request incorrect information about you to be corrected and even under certain conditions you can 

request erasure of information. you may also in some cases have the right to object to Securitas' processing 

of your personal data and to exercise your right to data portability.   

  

Please bear in mind that you can revoke your consent (for data processing based on your consent) any time 

effective for the future data processing. 
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you also always have the right to lodge complaints to the Swedish Authority for Privacy Protection if you 

have objections in relation to Securitas processing of your personal data.   

9. Changes to this Privacy Notice 

We reserve the right to change this Privacy Notice. If we make any significant changes to this Privacy 

Notice, we will notify of the updated version in appropriate manner. Please note that pure editorial or similar 

minor changes will not prompt specific information.  

 

This Privacy Notice was last updated on: 2025-02-06 

 

 


